SRP_HTTP_FRAMEWORK_TOTAL_INVALID PASSWORD_
ATTEMPTS

The number of invalid password attempts permitted before containment action is triggered. This value is managed by the SetTotallnvalidPasswordAttempts
and GetTotallnvalidPasswordAttempts services (members of the HTTP_Services module). Note: SRP_HTTP_FRAMEWORK_TOTAL_INVALID_PASSWO
RD_ATTEMPTS is the default configuration row for all applications. Each local application will copy this and maintain a local version using the format SRP_
HTTP_FRAVEWORK_TOTAL_| NVALI D_PASSWORD _ATTEMPTS* <Appl D>.
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